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WHAT ARE WE GETTING INTO? 
 
Distributed Centers and the DoD High Performance Computing 
Modernization Program (HPCMP) form a partnership that involves much 
more than the transfer of funds to acquire high performance computing 
systems and peripherals.  Being selected and accepting selection as one of 
the program’s distributed centers entails agreeing to the partnership and its 
stipulations.  There are several key documents that define that partnership – 
the “winning” proposal package along with its supporting documents and 
“after selection” documents and the terms of reference which principals from 
the selected site and the Director of the HPCMP sign. 
 
The partnership places obligations upon the centers selected but those centers 
also enjoy substantial benefits as shared resource centers of the HPCMP. 
 
This paper does not discuss the benefits for they are fairly specific to each 
site and how they take advantage of what the program offers.  The current 
distributed centers are listed on the program’s WWW page and you are most 
welcome to contact any of the centers to discuss advantages of distributed 
center status. 
 
What this paper does discuss are the requirements of winning distributed 
centers. 
 
 

REQUIREMENTS 

 
1. Proposal Package:  In addition to the description of what you 

intend to accomplish and what percentage of HPCMP-funded 
systems’ cycles you will make available to off site DoD users, you 
will be held to either your proposed performance metrics (without 
negotiated modification) or to a negotiated set to which you and the 
HPCMP agree.  Note that you must obtain appropriate Defense 
Research and Engineering Network (DREN) connectivity to provide 
off-site users with cycles; hence your progress in receiving an 
Authority to Connect to DREN will be closely monitored. 

2. Follow-on Documents:  There are several documents you will need 
to prepare and submit after you are selected to become an HPCMP 
distributed center.  There are suspense dates associated with each 
document at paragraph 6 of the call for proposals.  A brief 
explanation of each document and a sample shot of each follow. 

 
Please note:  It is 
very important that you 
staff your center with 
qualified and motivated 
personnel and develop a 
team to assist you in 
initial implementation 
and running the center. 
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a. Signed Terms of Reference (1QFY2002) 

Terms of reference are the means used by the HPCMP to effect the 
transfer of funds to the sites selected for funding.  The program 
office also uses the document to delineate important requirements 
with which site signatories and their designated points of contact 
must comply.  The TOR is an officially binding agreement between 
the “performing organization” (the funded site) and the HPCMP.  
The program office management and staff review the TOR 
boilerplate stipulations each year before the boilerplate is finalized.  
Such reviews ensure that standard stipulations are current and have 
been adjusted, as necessary, to take advantage of any lessons 
learned since last published.  Here are some views of the draft TOR 
boilerplate used for the sites funded in FY 2000.  Note the recurring 
reports required on page four of the TOR  
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b. Procurement and Initial Implementation Plan (PIIP) 
(1QFY2002)  The PIIP provides the HPCMP with 
essential information concerning what is being procured 
and what acquisition vehicle(s) will be used.  The plan will 
give the program office a schedule of key events for 
system testing and availability and will provide an 
overview of site goals concerning the use of the system.  
All distributed centers  will actually keep the program 
office current on the completion of milestone schedule 
events in their quarterly reports.  The PIIP’s key events and 
the sites’ completion of the events are part of an evaluation 
and assessment process we will discuss later.   The format 
of the PIIP is displayed below.  An MS Word version of 
the document is in a format file linked from the HPCMP 
WWW page. 
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c. Buy List (1QFY2002)  The “buy list” is simply a detailed 
listing of the items you will procure.  You might consider it 
a parts list with prices.  It provides sufficient detail for the 
program office to know the capabilities of the system and 
peripherals and would include such detail as number and 
types of processors, the operating system and version, and 
the like. 
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d. Life Cycle Cost Estimate (LCCE)  (1QFY2002)  This 
document is used as input to develop the general life cycle 
cost estimate for the HPCMP.  Although the program 
provides only one time investment funding for the 
distributed centers, we still ask that you provide full 
LCCE, both investment and sustainment costs, for the 
distributed center.   Your initial estimate should include the 
year of funding, FY 2002, and two additional years, 
FY 2003 and FY 2004.  You will be required to update this 
estimate once a year by the first of December. 
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e. “TEMP” Addendum (2QFY2002)  This is your site’s 
plan to test and evaluate the system(s) you procure with 
HPCMP funds.  The Test and Evaluation Master Plan 
(TEMP), developed by the program office and approved by 
the Director, Operational Test and Evaluation, is a 
capstone plan for the various facets of the HPCMP.  The 
capstone TEMP is supplemented by addenda which detail 
how we will test and evaluate the smaller facets of the 
program.  Your site’s TEMP addendum will be reviewed 
by the HPCMO management and staff.  Your system tests 
will be witnessed by HPCMO management and staff. 
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f. Security Plan Addendum (2QFY2002)  You will be 

responsible for developing an addendum to the HPCMP 
security plan that will detail responsibilities and 
procedures to ensure systems security.  Called the System 
Security Authorization Agreement (SSAA), it is the 
document format specified at enclosure 6 of DoD 
Instruction 5200.40, "DOD Information Technology 
Security Certification and Accreditation Process 
(DITSCAP)".  The format has been adopted DoD-wide and 
most services are requiring that documentation be 
converted to this format.  While it is not yet mandatory 
within our program, it is recommended and will most 
likely be mandated in the future.  The program office will 
provide sites a sample completed plan; here is the outline 
specified in the DoD instruction. 

 
1.  Mission Description and System Identification 

1.1.  System name and identification. 
1.2.  System description. 
1.3.  Functional description. 

1.3.1.  System capabilities. 
1.3.2.  System criticality. 
1.3.3.  Classification and sensitivity of data processed. 
1.3.4.  System user description and clearance levels. 
1.3.5.  Life-cycle of the system. 

1.4.  System CONOPS summary. 
2.  Environment Description 

2.1.  Operating environment. 
2.2.  Software development and maintenance environment. 
2.3.  Threat description. 

3.  System Architectural Description 
3.1.  Hardware. 
3.2.  Software. 
3.3.  Firmware. 
3.4.  System interfaces and external connections. 
3.5.  Data flow (including data flow diagrams). 
3.6.  TAFIM DGSA, (reference (o)), security view. 
3.7.  Accreditation boundary. 

4.  ITSEC System Class 
4.1.  Interfacing mode. 
4.2.  Processing mode. 
4.3.  Attribution mode. 
4.4.  Mission-reliance factor. 
4.5.  Accessibility factor. 
4.6.  Accuracy factor. 
4.7.  Information categories. 
4.8.  System class level. 
4.9.  Certification analysis level. 

5.  System Security Requirements 
5.1.  National and DoD security requirements. 
5.2.  Governing security requisites. 
5.3.  Data security requirements. 
5.4.  Security CONOPS. 
5.5.  Network connection rules. 
5.7.  Reaccreditation requirements. 

6.  Organizations and Resources 
6.1.  Identification of organizations. 
6.2.  Resources. 
6.3.  Training for certification team. 
6.4.  Roles and responsibilities. 
6.5.  Other supporting organizations or working groups. 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

7.  DITSCAP Plan 
7.1.  Tailoring factors. 

7.1.1.  Programmatic 
considerations. 
7.1.2.  Security 
environment. 
7.1.3.  IT system 
characteristics. 

7.2. Tasks and milestones. 
7.3.  Schedule summary. 
7.4.  Level of effort. 
7.5.  Roles and 
responsibilities. 

Appendices 
A.  Acronym list 
B.  Definitions 
C.  References 
D.  Security requirements and/or 

requirements traceability matrix 
E.  Security test and evaluation plan and 

procedures 
F.  Certification results 
G.  Risk assessment results 
H.  CA’s recommendation 
I.  System rules of behavior 
J.  Contingency plan(s) 
K.  Security awareness and training plan 
L.  Personnel controls and technical 

security controls 
M.  Incident response plan 
N.  Memorandums of agreement -- 

system interconnect agreements 
O.  Applicable system development 

artifacts or system documentation 
P.  Accreditation documentation and 

accreditation statement 


